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Case Study 

Cyber Framework Assessments
The Cyber Assessment Framework provides a methodical and comprehensive 

approach to gaging the extent to which cyber risks are managed and conducted. 

CSA was approached by a council-led company providing bridge and ferry services in 
the South-West of England, to conduct a full cyber framework assessment against all 

of its IT and operations infrastructures. The company also required an independent 
study into its cyber security development so that it could justify future spends to fill any 
identified gaps. The company chose to be benchmarked against the Cyber Essentials 

framework and the NCSC Cyber Assessment Framework, as their objective was to 
demonstrate that it was compliant with these UK standards.

CSA deployed two of their Cyber Consultants to the site to conduct the framework 
assessment. The consultants used an interactive and constructive approach to  

produce their insightful recommendations and observations. 

CSA drew up their conclusions and laid out in a report using a clear and simple 
template, illustrating the core findings and recommendations. CSA also included a 

proposed roadmap for the future of the company inclusive of a full technical report for 
use by the IT team. The framework assessment report allowed the Executive Team to 
authorise the spend required to fill the gaps and therefore improve the overall cyber 

security across the organisation.
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